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**Simulator**

“as correct & private as”

**Correctness:** The output of every player in ideal is the same as in real

**Privacy:** The simulator can learn whatever the adv learns

In this talk, we focus on static malicious corruption
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The main tool: BB CCA-Secure Commitments [CLP10]
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Using **Coin Tossing**, Simulator can bias the set T to be cut
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**BB CCA Commitments**
O(n)-round, better round-complexity?
Thank you!