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corollary #1. [Peikert Waters Vaikuntanathan 08, Choi Katz W Zhou 13]
— rate 1 UC commitments in CRS model

— O(k) exponentiations under DDH
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/ﬂ\ [Brassard Crépeau Robert 86, Ishai Prabhakaran Sahai 08]
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secret-sharing. rate 1 + & over large field [Franklin Yung 92]
— any ¢ fraction are random => hiding

— distance § = binding
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— communication: (1 +0)L+ «x*-1/5log1/§
— #OTacalls: k-1/61log1/d
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key agreement scheme.
> Alice commits to random M using II and sends s

> Bob gets M using commitment extractor
security against eavesdropper.
> equivocality implies H(M | transcript) = 2k

» H(M | transcript,s) > &
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conclusion

this work. rate | UC commitments

> length extension for UC commitments qualitatively different from

stand-alone commitments and UC OT.

open problems.
» L+ poly(k,logL) bits?
> adaptive security?

» rate | homomorphic UC commitments?

(cf. [Damgard David Giacomelli Nielsen [4])
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