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New SHA-3 Variants

At CT-RSA 2013, NIST announced the possible standardization of
alternative SHA-3 variants with a:

m smaller capacity
(¢ = ninstead of ¢ = 2n bits)

m smaller permutation
(Keccak-f[800] instead of Keccak-f[1600])
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New Practical Collisions for these Variants
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New Practical Collisions for these Variants

(on 24 rounds using a different technique)
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