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1. David Naccache (Ed.)

- He did the job finding and editing
- 1 + 32 papers
- With 84 authors (12 in the room)
2. LNCS Festschriften

- Festschriften honor individual researchers and their scientific work, or they honor institutions or fields.

- Historical and even personal aspects may show up.

- They present internationally relevant technical contributions with a reasonable topical focus.

- Designed with a fresh orange and blue cover.
3. LNCS 6805

• This number is also the number of a processor family (Motorola) used for the first smart cards I was working
3. LNCS 6805

- This number is also the number of a processor family (Motorola) used for the first smart cards I was working
6800 or 6805

- David reserved long time ago 2 numbers from LNCS: 6800 and 6805
- I did the choice
- Waiting 8051 (the main family of processors I was working) was too long ...
My only contribution on June 3, 2011
COprocessor for RSA

In a Rush

CORSAR:
A Smart Card for Public Key Cryptosystems

Dominique de Walleffe & Jean-Jacques Quisquater
Philips Research Laboratory
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B-1348 Louvain-la-Neuve, Belgium
E-mail: (ddw, jjq)@prl.philips.be

Abstract. Algorithms best suited for flexible smart card applications are based on public key cryptosystems — RSA, zero-knowledge protocols. Their practical implementation (execution in ≈1 second) entails a computing power beyond the reach of classical smart cards, since large integers (512 bits) have to be manipulated in complex ways (exponentiation). CORSAIR achieves up to 40 (8 bit) MIPS with a clock speed of 6 Mhz. This allows to compute \(X^E \mod M\), with 512 bit operands, in less than 1.5 second (0.4 sec for a signature). The new smart card is in the final design stage; the first test chips should be available by the end of 1990.

Keywords: smart card, public key algorithms, RSA, digital signature, zero-knowledge protocols.

1 Introduction

A large number of security problems can be solved by correct use of cryptographic methods. However, all methods found to date are more or less computationally intensive.

- DES works by applying a complex multiround algorithm on medium size numbers.
- Diffie-Hellman key exchange protocol is based on modular exponentiation of large integers.
- RSA is based on the same exponentiation and needs large exponents.
- Zero-knowledge protocols like those of Fiat-Shamir [9] or Guillou-Quisquater [10] use large number exponentiation but the exponents are not as large as in RSA.
- Many identity-based systems also rely on modular exponentiation of large numbers.

Public key techniques are the most promising for the future as they provide more flexible solutions and impose less burden both on users and security management. Most practical techniques rely on large integer arithmetic.
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The Strange Cave of Ali Baba

◊ Know, oh my children, that very long ago, in the Eastern city of Baghdad, there lived an old man named Ali Baba. Every day Ali Baba would go to the bazaar to buy or sell things. This is a story which is partly about Ali Baba, and partly also about a cave, a strange cave whose secret and wonder exist to this day. But I get ahead of myself...

One day in the Baghdad bazaar a thief grabbed a purse from Ali Baba who right away started to run after him. The thief fled into a cave whose entrance forked into two dark winding passages: one to the left and the other to the right (The Entry of the Cave).

Ali Baba did not see which passage the thief ran into. Ali Baba had to choose which way to go, and he decided to go to the left. The left-hand passage ended in a dead end. Ali Baba searched all the way from the fork to the dead end, but he did not find the thief. Ali Baba said to himself that the thief was perhaps in the other passage. So he searched the right-hand passage, which also came to a dead end. But again he did not find the thief.

"This cave is pretty strange," said Ali Baba to himself. "Where has my thief gone?"

The following day another thief grabbed Ali Baba's basket and fled, as the first thief had fled, into the strange cave. Ali Baba pursued him, and again did not see which way the thief went. This time Ali Baba decided to search to the right. He went all the way to the end of the right-hand passage, but he did not find the thief. He said to himself that, like the first thief, the second thief had also been lucky in taking the passage Ali Baba did not choose to search. This had undoubtedly let the thief leave again and to blend quietly into the crowded bazaar.

The days went by, and every day brought its thief. Ali Baba always ran after the thief, but he never caught any of them. On the fortieth day a fortieth thief grabbed Ali Baba's turban and fled, as thirty-nine thieves had done before him, into the strange cave. Ali Baba yet again did not see which way the thief went. This time Ali Baba decided to search the left-hand passage, but again he did not find the thief at the end of the passage. Ali Baba was very puzzled.

He could have said to himself, as he had done before, that the fortieth thief had been as lucky as each of the other thirty-nine thieves. But this explanation was so
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Fig. 3 - Formas de hacer nudos de un quipu, según Locke 1978 (1923): a) Cuerda principal; b) Lazo para atar las cuerdas colgantes a la principal; c) Lazo ajustado; d) Cuerda subsidiaria, con remate de cuentas; e) Nudo largo (no más de 9 lazos), sin ajustar; f) Nudo ajustado; g) Nudo sin ajustar; h) Nudo ajustado; i) Nudo sin ajustar; j) Nudo ajustado; k) Nudo del extremo inferior de la cuerda, sin significado numérico; l) Nudo en cuerda colgante de una cuerda subsidiaria; 1 a 9: numerales representados en los nudos.
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Thanks, David!
A success!
Now the challenge!

• What is the integer value of the secret key?

• 4 digits: some hint was already given

• Give me a piece of paper with the value and your name: the prize will be given to the first correct answer or the closest one (my definition)
Now the prize!
After the rump session
News from the challenge

• The winner is Mark Manulis (University of Surrey)
• My hope was that somebody remarks an anomaly on the first slide ... 😊
• The secret key is: 1233
  – See the first slide (with a fake page number) and the key:
Next game

• At CRYPTO 2012?