
Crypto 2016 Call for Papers

Original contributions on all technical aspects of cryptology are solicited for submission to Crypto 2016, the 36th
Annual International Cryptology Conference. Submissions are welcome on any cryptographic topic including,
but not limited to:

• foundational theory,

• the design, proposal, and analysis of cryptographic primitives,

• secure implementation and optimization,

• industry applications and innovative “out-of-the-box” proposals.

Crypto 2016 is sponsored by the International Association for Cryptologic Research (IACR), in co-operation
with the Computer Science Department of the University of California, Santa Barbara. The proceedings of
Crypto 2016 will be published by Springer in the LNCS series.

Instructions for Authors

Submissions must be at most 30 pages using the Springer LNCS format, including title page, references, and
figures. Optionally any amount of clearly marked supplementary material may be supplied, following after
the main body of the paper or in separate files. However reviewers are not required to read or review any
supplementary material and submissions are expected to be intelligible and complete without it. The final
published version of an accepted paper is expected to closely match the submitted 30 pages.

Submissions should begin with a title, a short abstract, and a list of keywords. The introduction should
summarize the contribution of the paper so that it is understandable to a non-expert in the field. Submissions
must be presented in a way that allows the understanding and verification of the claimed results with reasonable
time and effort.

Submissions must be anonymous, with no author names, affiliations, or obvious references. All submissions
will be blind-refereed and submissions must not substantially duplicate published work or work that has been
submitted in parallel to any other journal or conference/workshop with proceedings. All submissions to Crypto
2016 are viewed as active submissions throughout the entire review period; they cannot be submitted to any
other journal or conference/workshop with proceedings before the notification date. Accepted submissions
cannot appear in any other conference or workshop that has proceedings. The IACR reserves the right to share
information about submissions with other Program Committees. The IACR Policy on Irregular Submissions as
well as Guidelines for Authors and other resources are all available via www.iacr.org/docs/.

Papers must be submitted electronically; a detailed description of the electronic submission procedure is available
via the conference web-page. Submissions not meeting any of the guidelines above risk rejection without
consideration of their merits. All accepted papers must conform to Springer publishing requirements and
authors will be required to sign the IACR Copyright form when submitting the proceedings version of their
papers. Authors must guarantee that their paper, if accepted, will be presented by one of the authors.

• Submission deadline: February 9, 2016, 23:00 UTC (3:00 pm PST)

• Paper notification: May 6, 2016

• Final version due: June 3, 2016

• Conference dates: August 14 – 18, 2016

Paper Awards

The Program Committee may choose a paper to receive an overall best paper award. In a continuing effort to
promote independent work by researchers at an early stage in their career, the Program Committee may also
award a prize for the best paper authored exclusively by early-career researchers. To be eligible, all co-authors



must be studying full/part-time for a PhD or have received their PhD degree in 2014 or later. As usual, awards
will only be given if deserving papers are identified.

Stipends

The Cryptography Research Fund allows us to waive the registration fee for all student presenters of an accepted
paper. A limited number of stipends will also be available to those students unable to obtain funding to attend
the conference. Students in under-represented groups are especially encouraged to apply. Requests for stipends
should be addressed to the General Chair and not to the Program Chairs.
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